
READINESS | RESPONSE | RECOVERY 

Disclaimer: The document is presented for our members’ use for information and educational purposes without any 

warranties as to the accuracy, utility, or completeness of any information, facts, or opinions. It does not represent or 

replace the advice of counsel, which we recommend that users seek.  

Copyright © 2019 Association of Academic Health Centers, All Rights Reserved. 

 

 

 
 

 

Cybersecurity at Academic Health Centers 

Selected Resources for CEOs and C-Suite Leaders 
 

 
Department of Homeland Security (DHS) Cybersecurity Governance  

https://www.dhs.gov/cisa/cybersecurity-governance 

Cyber Exercise Playbook 

https://www.mitre.org/sites/default/files/publications/pr_14-3929-cyber-exercise-playbook.pdf 

DHS cybersecurity insurance 

https://www.dhs.gov/cisa/cybersecurity-insurance 

Health Information and Sharing and Analysis Center (H-ISAC)  

https://h-isac.org/ 

Healthcare Industry Cybersecurity Practices: Managing Threats and Protecting Patients  

https://www.phe.gov/Preparedness/planning/405d/Documents/HICP-Main-508.pdf 

Leadership Tabletop Exercise  

https://www.dhs.gov/sites/default/files/publications/2018%20LTTX%20Cybersecurity%20Overv

iew%20and%20Resource%20Guide_508.pdf 

Cybersecurity and Infrastructure Security Agency Reporting   

https://www.us-cert.gov/forms/report? 

DHS: How do I Report a Cyber Incident.  

https://www.dhs.gov/how-do-i/report-cyber-incidents  

 
 


